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How to Link Boulder Labs Library
to Google Scholar:

1. Click on the Google Scholar menu button (the three horizontal lines located in the
left-hand corner of the screen):
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2. Select “Settings”:
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3. Next, click on “Library Links":

= Google Scholar SIGNIN

* Settings Click here to add Boulder Labs Library

Search resulls Collections
Languages

- ® Search articles (| include patents).
Account Search case law
Button

Results per page

0+ Google's default (10 resulls) provides the fastest results.

Where results open

Open each selected result in a new browser window
Bibliography manager

*® Don't show any citation import links
Show links to import citations into  BibTex 5 .

To retain settings. you must tum on cookies

4. Type “Boulder Labs Library” in the search bar:

= Google Scholar SIGN IN
1. Type here
® Settings
Search results Show library access links for {choose up to five librarie:
Languages
Loy feks Boulder Labs Libral @
Account >
Bution L

Online access to lbrary subscriptions is usually restricted to patrons of that ibrary. You may need to login with your
library password, use a campus computer. or configure your browser to use a library proxy. Please visit your S iPTekaeeEa
library’s website or ask a local librarian for assistance.

To retain seftings, you must tum on cookies

5. Boulder Labs Library will be added to your Google Scholar search:

Google Scholar SIGN IN
® Settings

Search resuts Show library access links for (choose up to five libraries}: 1. Boulder Labs Library will be

Languages i;nked hlu your Google Scholar

Library links oulder Labs Libra earches.

ol 2 ry | 2§

eg., Harvard

Boulder Labs Library; U.S. Department of Commerce - From Boulder Labs Library

Online access to library subscriptions is usually restricted to patrans of that library. You may need to login with your
library password, use a campus computer, or configure your browser to use  library proxy. Please visit your
library's website or ask  local librarian for assistance.

Button

2. Make sure to save your
settings.

Cancel

To retain settings, you must tum on cookies
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6. When you search in Google Scholar, items that Boulder Labs Library owns will be
labeled:

Google Scholar
Articles

Any time
Since 2017
Since 2016
Since 2013
Custom range

Sort by relevance
Sort by date

 include patents
 include citations

Create alert

cryptographic secure data n
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Secure data aggregation without persistent cryptographic operations in [PDF] ua.edu
wireless sensor networks We own this:

K Wu, D Dreef, B Sun, Y Xiao - Ad Hoc Networks, 2007 - Elsevier

In-network data aggregation is an essential operation to reduce energy consumption in
large-scale wireless sensor networks. With data aggregation, however, raw data tems are
invisible to the base station and thus the authenticity of the aggregated data is hard to

¥ 99 Citedby 105 Related articles All 17 versions 9%

Achieving secure, scalable, and fine-grained data access control in cloud
computing

S Yu, CWang, K Ren, W Lou - Infocom, 2010 proceedings ..., 2010 - ieeexplore ieee org

.. To keep sensitive user data confidential against untrusted servers, existing solutions usually
apply cryptographic methods by disclosing data ... Exten- sive analysis shows that our proposed
scheme s highly efficient and provably secure under existing security models

¥ 99 Citedby 1715 Related articles Al 18 versions

[PDF] semanticscholar.org
From Boulder Labs Library

Cryptographic Cloud Storage [PDF] csie org
S Kamara, KE Lauter - Financial Cryptography Workshops, 2010 - Springer
An important aspect of a cryptographic storage service is thal the security properties described
above are achieved based on strong ... in Sectio n 5, we mention some cloud ser- vices that could
be buit on tap of a cryptographic storage service such as secure back-ups .
¥ 99 Citedby 1272 Relatedartcles Al 23 versions

A cryptographic key generation scheme for multilevel data security
L Harn, HY Lin - Computers & Security, 1990 - Elsevier

Abstract In 1982, Akl and Taylor proposed an elegant solution to the partially ordered
multileve! key distribution problem, using a cryptographic approach. Since then, continuing
research has been conducted to try to realize and simpliy their scheme. Generally speaking
Y7 99 Citedby 217 Related articles All 12 versions 9

[PDF] unisa.it

Security in wireless sensor networks

A Perrig, J Stankovic, D Wagner - Communications of the ACM, 2004 - dl acm org

... In addition, this defense is not secure against adversaries who might capture nodes and extract
their cryptographic keys . the affected region, then routing around the jammed area [8]. Further
progress in this area will hopefully allow for greater security against denial .. Secure routing

¥ 99 Ciledby 1727 Related articles All 74 versions

[PDF] escholarship.org
From Boulder Labs Library

Transaction execution system with secure data storage and communications
TG Anderson, WA Boothroyd, RC Frey - US Patent 3,956,618, 1976 - Google Patents

data, including in a first mode a secret number having a cryptographic relationship to ... invention
relates to transaction execution systems and more particularly o secure transaction execution
Increased security for the issuance of cash without human intervention is attained by
¢ 99 Citedby 422 Related articles Al 2 versions

Secure data aggregation in wireless sensor networks: A comprehensive [PDF] academia.edu
overview
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